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Comparing the SE350 and SE450

The SE450 supports Standard mode only in the initial release, and it cannot be
upgraded to Security Pack mode. Unlike the SE350 Standard mode, the SE450
Standard mode supports external SED Key Management.

SE450 Standard

SE350 Standard (Security Pack disabled)

« No System Lock Down Mode configuration in the BMC
configuration

« Data access will be never locked up

« SED Authentication Key (AK) management based on a
passphrase

« Tamper setting is disabled
« No activation is required

« Claiming the system is optional — a Secure Activation
Code is needed for claiming

« No System Lock Down Mode configuration in the BMC
configuration

« Data access will be never locked up
« SED management is disabled

« Tamper setting is disabled

« No activation is required

« Claiming the system is optional — a Secure Activation Code
is needed for claiming
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SED AK management in SE450 Standard mode

The SE450 Standard mode supports SED AK management, and it can be
activated with a passphrase through BMC Configuration.
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SED AK management in SE350 Standard mode

There is no SED key management page in the SE350 BMC configuration as
SED data would not be encrypted for the Standard model.
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