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Security features

ThinkEdge security 2.0 overview

The SE100 has the same security features as the SE350 V2. For more information, refer
to the Wave 2 security features section in course

ES72507B Servicing the ThinkEdge SE350 V2 and ThinkEdge SE360 V2
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SED & AK management — Enabling SED
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When enabling the SED AK in either local or portal
mode on the SE100, the key can be generated
randomly or using a passphrase.
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SED & AK management — Recovering the SED AK
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SED & AK management — Backing up the SED AK

SED Authentication Key (AK) Management @

SED e p 0

SED AK generatlic ethod
> Cl [ SED AK 0
v B 1P >t AK 0

Set Password 2

Enabled E

Generate key randomly

Backup Process 3 Download Backup File

Note that you will be asked for this password when you use the file to restore a configuration
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SED & AK management — Changing the SED AK
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