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1 Pico Hub Tesn [ Managed devices / SRES0-ROD1-ESX-54.8

* For the monitoring and analysis of
resource usage on a managed system, St
select a specific device from the . ® o a

Managed devices page. — e o

+ The Usage panel displays a graphical
representation of usage data from the past el
hour and includes information on _
processor usage, memory usage, CPU o Romeana
temperature, and power utilization by — .
subsystems. _

« Hover over any system resource in the | ]
usage panel for additional information. o -

» Usage during the last hour is displayed by —
default. You can change the time span to e ——
show usage during the last 24 hours, 30 —

Action

Details

Sarisl number
S4ADLSAT

XCC 1P
10.241.30.251

Miachine Dype
TE17 CTOIWW

Hub IP addrets
10.241.55 321

days, or 90 days.

Note: Click the word Usage to display a pop-up window that will allow you to manage the
information shown in the panel. (Click to see the pop-up window.)

Lenovo



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri



Miftah Choiri
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Click on the usage panel to
display graphs showing
usage over time. The graphs
can be changed by selecting
a different timespan from a
drop-down menu.

Select a timespan from the drop-down menu

] Yimespan Thour ~ || Between 1:27 pm. March 04 3and 2:46 pm. March 04 Return to latest data (0]

Processors

1 minute interval

100%
80%
0%

. ® 9 * . . .
20% ..0' *3 B ...oooooooonoooo' 1R .. D et e

. ..

0%

VAT pen 157 pm 207 pm 217 pm 2:27 pm 237 pm L4E
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Usagetthresholdsy

Usage thresholds are enabled by default and @ Custom Alerts Test / Thresholds
have three elements: — o
e Awarning threshold
» Acritical threshold e — S e oot
» Analert duration — a specified amount of time B y | | -

w|th|n a Spemﬂ Ed penod 53% 4% B Biemany LItz atian threshalds for warnong nd critics! slert ard slert duration >
An alert will only be raised if the warning or =
critical threshold is passed and an alert duration o u
is met. For example, if the warning threshold for
a processor temperature is' 80% and the alert
duration is four out of 10 minutes, then an alert
will be raised when the processor temperature
exceeds 80% for four or more minutes within a M
10-minute period. ) e “ lo2e0zese I
The minimum alert duration is two minutes in a R ———— - |
five-minute period. see st . 02402634 1Ml
Usage thresholds and alert durations can be set T — M ooowma
for certain components by selecting the Dl i |
Thresholds tab from context menu in the Device J100CMM4 has Mamory Ut zation values above 54.% for 10,0t of 60 minutes 1100 e
Settings view and then clicking the row for the e o

component that you want to change.

Note: As of Q4 2024, thresholds can only be set for the processor and memory.

Lenovo
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Common vulnerabilities and exposures (CVE) can be analyzed by going to the Vulnerabilities panel
on the Monitor page.

The panel contains a donut chart and a bar chart. The donut chart shows the total number of critical,
high-, medium-, and/low-level CVEs. The bar chart shows how old the vulnerabilities are.

All information shown in the panels relates to events created in the last 12 months.

P Hub Tess 'J‘lr'l_bh:l deviiet / SRASD-RO1-ESXI-54. 8 / Moanitod

Vil aboi Ly, Age
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Details of CVEanalytics

Click the donut chart to go to the
Vulnerabilities page where
vulnerabilities are listed with a
severity level and the date on
which they were published. By
hovering the cursor over the
item, more specific information

about the published date will be
shown.

Lenovo

Vulnerabilities

oy gy e Fy
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 From the Managed devices
page, select Firmware status
from the context menu to see
firmware health information.

« Along with the health icon

there are suggested firmware
upgrades.

* More firmware information
can be seen in the Firmware
inventory page. For an
overview, refer to the

slide.

e ST
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XClarity One uses Al to predict potential memory failures. Memory diagnostic logs are
collected from managed devices every 24 hours and then refined for analysis. The Al model,
which is trained on real-time data, generates accurate prediction outputs to suggest
preventive actions. While the Al's predictive capabilities are reliable, more validation is
required before taking actions like shipping replacement parts.

Memory Predictive Failure Analysis (MPFA) will be available with version 24.3. To use the

feature, customers must enable the Call Home feature. All data collected is anonymized for
model training.
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